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Qurate Retail Group (EEA and UK)
Applicant Privacy Notice

August 2023

Background

At Qurate Retail Group (“QRG" or "we"), we are committed to protecting the privacy,
confidentiality, and security of your (“you” or "Applicant”) personal data. As your prospective
employer, we need to collect personal data about you for, the purposes of recruitment, and we
are acting as a "data controller” of such data under applicable data protection laws. This means
that we are responsible for deciding how we hold and use personal information about you.

This Privacy Noftice (hereinafter “Privacy Notice”) explains what personal data we will hold about
you, how we collect, process, use it, and how we share information about you during the
application process, and how long such data is retained for. We are required to notify you of this
information, under various data protection legislation. Please ensure that you read this Privacy
Nofice and any other similar notfice we provide to you from time to fime when we collect or process
personal data about you.

We encourage you to complete all sections of the application form, as this will be used throughout
the recruitment and selection process. There is some information that we are legally required to
obtain from you, and there is other information that we would ask you to please provide if you
consider it appropriate.

Other Laws and Processes

Where QRG's use of personal data is limited by local laws (including employment law) or where
QRG's use of personal data is subject to other mandatory processes (for example, works councils),
then this Privacy Notice is subject to those other relevant laws and processes.

Controller and Data Protection Officer

This Privacy Notice applies to all Applicants for positions with a QRG company. When this Privacy
Noftice uses the term "Affiliates”, that means the companies that directly or indirectly own Qurate
Retail, Inc. and the companies that Qurate Retail, Inc. directly and indirectly owns, including
Cornerstone Brands, Inc., HSN, Inc., QVC, Inc. and entities listed below.

The data conftroller of your personal data depends upon which QRG entity you are applying to. In
this Privacy Notice, when we say "QRG"” we mean your applicable data controller, as set out in this
table. Conftrollers are applicable as defined by law in each market.

QRG market you are applying to Controller (where applicable) or hiring entity
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[taly QVC ltalia S.r.l., Via Guzzina 18, Brugherio, (MB), Italy

Poland Qurate Retail Group Global Business Services Sp. z 0.0
with its registered office in Krakdw, 30-552 at Wlelicka
30, registered in the register of enfrepreneurs kept by
District Court for the capital city of Krakow
Srodmiescie, Xl Commercial Department of the
National Court Register under KRS No.: 0000620594,
NIP (tax identification number): 6762508527, REGON:
364239874 with share capital of 5000 PLN

Germany QVC Handel S.a 1l & Co. KG Plockstr. 30, 40221
Dusseldorf Deutschland; QVC Call Center GmbH &
Co. KG; QVC Call Center Verwaltungs-GmbH; QVC
eService LLC & Co. KG; QVC Grundsticksverwaltungs
GmbH; QVC eDistribution LLC & Co. KG (all fogether
»QVC Germany")

UK QVC UK, Building 8, Chiswick Park, 566 Chiswick High
Road, London W4 5XU, United Kingdom

QVC ltaly, Germany, UK, QRG Global Business Services (Poland) are part of a group of companies
under QRG and other companies in this group include QVC, Inc., with an address of 1200 Wilson
Drive, West Chester, Pennsylvania 19380; HSN, Inc., with an address of 1 HSN Drive, St. Petersburg,
Florida 33729; and Qurate Retail, Inc., with an address at 12300 Liberty Boulevard, Englewood,
Colorado 80112, USA. During QVC's recruitment process, these other companies may be controllers
of personal data.

The Data Protection Officer (“DPO") for QVC lItalia, QVC UK, and QVC Poland is Jeffrey God, who
can be reached by email at one of the following for the respective in-scope countries:
DPOUK@qgvc.com or ltaly.privacy@gvc.com or, and by regular mail at QVC, Aftention: Jeffrey God,
1200 Wilson Drive, West Chester, Pennsylvania 19380, USA.

The “DPO Germany" for QVC Handel S.a 1l & Co. KG, is Dr. Thorsten B. Behling, who can be reached
by email at Konzerndatenschutzbeauftragter@QVC.com and by regular mail at QVC, Attention: Dr.
Thorsten B. Behling, WTS Legal Rechtsanwaltsgesellschaft mbH, Sachsenring 83, 50577 Cologne,
Germany.

Privacy queries related to QVC entities located in China and within the United States may be
directed to privacy.statement@qgvc.com, and by regular mail at QVC, Attention: Privacy, 1200 Wilson
Drive, West Chester, Pennsylvania 19380, USA.

You may contact the relevant Data Protection Officer if you have questions about QVC's use of your
personal data. The collection and processing of personal data when you act as a QVC's customer
is regulated by the Privacy Policy found on the relevant customer-facing website.

About the Information We Collect
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What Information

During the recruitment process, we may collect, store and use the following information about you,
as required by the position you apply for, in compliance with local laws:

Address book data (contact information), such as

Your name and work and personal contact details (i.e., address, home and mobile phone number,
email address) or other information you have provided to us in your curriculum vitae (including you
prior education, skills competencies, etc.), application form or covering letter.

Current Job & Organizational Datq, such as

Position ID, job or position fitle, function, department, manager, business fitle, job type or code,
business site, company, supervisory, cost center and region affiliation.

Additional data (where relevant) related to the execution of the employment coniract, as required
by the position at time of contract, such as

Marital status, citizenship information, visa information, national and governmental identification
information (e.g., social security number), drivers’ license information, passport information, military
service information (where applicable), birth date and birthplace, gender, related persons data.

Travel information, where relevant, such as
Relocation details, travel arrangements, immigration status of you or your family.
Data related to Recruiting Processes, where relevant, such as

Job requisitions, any information included within job applications resume and/or applications,
employment history, qualifications, references and interview notes, letters of offer and acceptance
of employment, mandatory policy acknowledgement sign-off sheets.

Photographs and Recordings, where relevant, such as
Photographs, videos, CCTV, or audio recordings.

Where conducting interviews remotely, we make use of third-party platforms (including HireVue,
Microsoft Teams and WebEx). As such, these platforms will process your video and audio footage of
you during the interview process.

Photographs may be provided as a part of your CV or may be included as part of an application
where you have applied via LinkedIn.

If you attend an interview onsite at one of our offices, there will likely be CCTV in place to help keep
you and our staff safe.

Compliance and legal requirement data, where relevant, such as

As appropriate to the job for which you have applied, and in compliance with local applicable laws,
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information regarding you or your close associates’ conflicts of interest, and your criminal or driving
record.

Device and technical information, such as

The internet protocol (IP) addresses of computers or devices you use, device identifiers, browser
characteristics, operatfing system details, language preferences, referring uniform resource
locaters (URLs), services used, telecommunications data (source, meftrics, logs), login location, or
cookie Ids. For further information please visit the cookie policy.

Log and usage data, where relevant, such as

System logs, audit trails, location, use.

Communications data you provide, such as

Content of emails or social media.

Health and Special Categories of personal data, where relevant and allowed under local laws

QRG may also collect and process certain special categories of personal data under certain
circumstances. Special categories of personal data will only be collected where allowed by
applicable local laws.

Such information could include Information about your health, including any medical condition,
health and sickness records.

The Appendix on the following pages sets in more detail the types of data we process, the purpose
of the processing and legal bases we rely on.

How We Collect and Use the Information

As a general rule, QRG collects personal data directly from you or sources you provide. We may also
obtain information about you from other sources, where relevant and allowed under applicable
laws, and combine that with information we collect about you, such as information:

e oObfained from you, the candidate.

e obtained from publicly available sources, such as the internet (including social media
platforms), when made accessible by you. If for such activity your consent is needed, QRG
will notify you and ask for your consent before collecting / processing your personal data.
This may include posts, blogs, videos, or other content you make available.

e obtained from third parties (such as references, recruitment agencies, government
regulators, or background check providers): This is added to our existing information about
job applicants to help evaluate candidates for employment, prevent fraud, protect
security, or comply with legal requirements.

QRG limits the personal data it processes to what is relevant for the purposes of the recruitment
process and does not use it for purposes that conflict with how it was collected or authorized to be
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used. From time to time, QRG may use third party service providers who perform functions on our
behalf for the purposes listed below. QRG may also receive information back from those or other
providers (for example, the results of interviews with Applicants). In all cases, regardless of how we
collected it, we will process your personal data always in accordance with all applicable laws and
this Privacy Nofice.

Why We Collect the Information and How We Use It

We will collect and use your personal data for the following purposes during the application and
hiring process:

e fo proceed with the recruitment process, inter alia to review and assess any information
you provide in your job application to establish whether to progress it, contact you to
arrange interviews and assessments, to evaluate your performance and provide feedback;

e to assess and make a decision about your suitability for a role and where successful to
make you an offer and to take steps to enter info an employment confract;

¢ whererelevant, to carry out pre-employment checks and background screening (including
criminal record and credit checks, to the extent we are allowed to perform such checks
under applicable laws), to check your legal right to work, to verify the information in your
CV and the references that have been provided to us, as it is necessary for us to do so
before entering into a contract with you;

e to comply with a legal and regulatory obligations (e.g. our obligation to check that you
are eligible towork).

e to deal with disputes and take legal or other professional advice.

e For reasons of substantial public interest (preventing or detecting unlawful acts and
protecting the public against dishonesty).

e for the purposes of our legitimate interests, as allowed by law, but only if these are not
overridden by your interests, rights or freedoms. Examples of our legitimate interests include,
without limitation, management of human resources function; to schedule and support a
relocation process; protection of systems and properties and the prevention of fraud;
maintenance and access management of our physical locations; tfravel administration;
business continuity and disaster recovery; ethics and compliance reporting lines; and

In the UK, we will use your particularly sensitive personal information in the following ways:

e We will use information about your disability status as part of our Guaranteed Interview
Scheme, and to consider whether we need to provide appropriate adjustments during the
recruitment process, for example whether adjustments need to be made during an
interview.

How we use your personal data, and the legal basis we rely on for doing so, depend on the natfure
of the personal data and the purpose for which QRG processes this data, and the market of the role.
Please review Appendix 1 of this Privacy Notice for further information on the basis and purpose, as it
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applies to QRG.
Avutomated Decision Making

QRG makes limited use of automated decision-making within the Applicant process (including,
but not limited to fraud prevention), where allowed under applicable laws. For instance, within the
Applicant process, certain criteria, such as possession of a specific technical diploma, language
skills, and/or visa restrictions may be applicable to a job you apply for, which would result in an
automatic dismissal of your application. Furthermore, some positions may have qualification-
based questions that, pending your response, may put you into a category of Applicants which
we advance to the next stage. You have the right to object to the decision that was made. In this
case, QRG may review the decision and make a new assessment, if necessary.

How We May Share the Information

We will only share your personal data with the following third parties for the purposes of processing
your application:

e selected third party providers (e.g., video conference platforms providers, recruitment
agencies, background checks providers payroll providers or providers of HR systems) who
provide services to QRG.

o Affiliates within the Qurate Retail Group; this is explained in more detail in the next section.

Your personal data may be disclosed to the above-mentioned parties so that prior to the
employment confract we can consider if you are the best candidate for arole. Third parties assist in
support, maintenance, administration, oversight, or hosting. Furthermore, we have an interest to
ensure functionality, efficiency, and a fair application process across our Affiliates.

In the event of a change in ownership of, or a grant of a security interest in, all or a part of QRG
through, for example, an asset or share sale, or some other form of business combination, merger or
joint venture, to the extent such disclosure or transfer of personal information is required to complete
the transaction and permitted by the applicable data protection laws.

To comply with applicable laws and regulations (such as anfi-corruption, bribery, national security,
or conflict), court proceedings, or to ensure your safety, we may disclose:

e s permitted or required by applicable law or regulatory requirements. In such a case, we will
endeavour to not disclose more personal data than is required under the circumstances.

e to comply with valid legal processes such as search warrants, subpoenas, or court orders.

Trans-Border Data Transfers

QRG and its Affiliates operate in many countries around the world, including the United States,
European Economic Area (EEA), Japan, and China. In addition, QRG has centralized certain
functions at QVC, Inc. in the United States. Service providers of QRG and its Affiliates may also be
located in countries outside the EEA or the UK. These countries may include countries that may not
have received an adequacy decision by the European Commission or under UK law. Hiring entities
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acting as data conftroller(s) under this policy may fransfer portions of your personal data to QRG
Affiliates and service providers for support, maintenance, administration, oversite, or hosfing.
Depending upon your job application, other markets outside of your hiring entity, including outside
the EEA and the UK may have access to your personal data as part of the management process, as
well. Any transfer of personal data outside the EEA and UK to QRG Affiliates, or service providers, is
covered by appropriate safeguards under GDPR and UK GDPR, including Standard Confractual
Clauses or another transfer mechanism. You may contact the hiring entity legal counsel or the DPO
(and/or DPO Germany where relevant) to review relevant Standard Contractual Clauses or transfer
mechanisms in place.

Where prohibited, sensitive personal data types will not be transferred outside of your country.
Personal data revealing racial or ethnic origin, political opinions, religious or philosophical beliefs,
health, sexual orientation, sex life, frade union membership and genetic and biometric data are
subject to special protection and considered by EU privacy law o be “sensitive personal data”.

How Long We Keep Your Information

We retain personal data that we obtain about you during the recruitment process based on the locall
labour law requirements and/or for no longer than is necessary for the purposes for which it was
originally collected. How long we keep your personal data will depend on:

e whether your application is successful (and you become employed by us).
¢ the nature of the personal data concerned and the existence of a legitimate purpose.

e your consent to keep your personal data for the purpose of contacting you for future job
opportunities, where required under local laws (i.e., in Germany and Poland).

Our approach is to retain recruitment information (including interview notes) for no longer than is
necessary and allowed under applicable laws, taking into account the limitation periods for potential
discrimination claims (as extended to take account of early conciliation), after which such data will
be securely destroyed.

Where required under applicable local laws, we may keep personal data we obtain about you for
future jobs if you give us your consent during the process. In this case your personal data will be store
according to requirements under applicable laws.

If your consent is not required under applicable local laws, we will store your curriculum vitae for no
longer than 12 months for considering you for future job opportunities. We will regularly evaluate this
retention period to ensure the right balance between your privacy rights granted under applicable
privacy laws and our business needs.

At the end of the retention period, we will use secure methods to delete or destroy your personal
data when the retention period ended. Finally, if you are successful in applying for a position, your
personal data will be processed in compliance with our Team Member Privacy Statement.

How We Protect Your Personal Data

QRG maintains security measures to protect personal data from loss, misuse, unauthorized access,
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disclosure, alteration or destruction taking due account of the nature of the data and the risks
involved in the processing.

When information is kept by other parties providing a service to us, they are expected to adhere to
standards set by QRG and by any applicable law.

Your Rights

You have a number of rights in relation to our handling of your data. These include the following:

e Access: you are entfitled to ask us if we are processing your information and, if we are, you
can request access to your personal data (commonly known as a "data subject access
request” or DSAR in short). This enables you to receive information regarding the personal data
we hold about you and to check that we are lawfully processing it.

e Correction: you are entitled to request that any incomplete or inaccurate personal data we
hold about you is corrected.

e Erasure: you are enfitled to ask us fo delete or remove personal data in certain circumstances
(e.g.. if you withdrew your consent to process your personal data for specified therein
purposes). There are also certain occasions where we may refuse a request for erasure, for
example, where the personal data is required for compliance with laws and regulations, with
our obligations under our contract and for other legal reasons such as in connection with
claims.

e Restriction: you are entitled to ask us to suspend the processing of certain of your personal
data about you, for example if you want us to establish its accuracy or the reason for
processing it.

e Transfer: you may request the transfer of certain of your personal data to another party.

o Obijection: where we are processing your personal data based on a legitimate interest (or
those of a third party) you may object to processing on this ground. However, we may be
entitled to continue processing your information based on our legitimate interests.

¢ Avutomated decisions: you may object to any automated decision made about you where
this has a legal or similar significant effect and ask for it to be reconsidered.

e Right to withdraw consent: in the limited circumstances where you may have provided your
consent fo the collection and processing of your personal data for a specific purpose, you
have the right to withdraw your consent for that specific processing at any fime. The
withdrawal only applies to any future processing not what we have done in the past. To
withdraw your consent, please contact the appropriate DPOs at the contact details specified
above.

In the event you have a complaint about violations of your data protection rights, or if you are not
satisfied with the results of review, complaint and appeal procedures within QRG, you can also
contact the local data protection authority. QRG has committed to cooperate in investigations by
and to comply with the advice of competent EU authorities in such case. If you have an unresolved
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privacy or data use concern which has not been addressed satisfactorily, you may contact your
market’'s DPO at the contact details specified above.

How to Contact Us

If you have questions about the Privacy Notice or the use of data that has not received adequate
explanations, you can contact your market’s Data Protection Officer or contact at the contact
details specified above.

Changes to the Privacy Notice
We seek to ensure that our personal data collection and processing is always proportionate. We

will notify you of any changes to this Privacy Notice or to the purposes for which we collect and
process personal data.
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Appendix 1- Legal Basis and Purposes

Data Type

Legal Basis

Purpose

Address book data
(contact information)

To take steps prior to, and
to perform, contract

Maintaining identity of Applicant for provisioning
access to systems, information, premises;
communicating with Applicant.

To enable HR personnel or the manager of the
relevant department to contact you fo progress
your application, arrange interviews and inform
you of the outcome.

To inform the relevant manager or department of
your application, and to arrange appointments
with interviewers

Additional data related to
the execution of the
employment contract

To take steps prior to, and
to perform, contract.

To comply with our legal
obligations

Establishing an employment relationship.
To carry out right to work checks.
Information may be shared with the

relevant government and regulatory
authorities.

Related party information
for performance of
relocations, benefit
contracts or safety interests

To take steps prior to, and
to perform, contract

Calculating, paying, and maintaining
benefits following contract.

Information is used by us and service providers
to make fravel or relocation arrangements
during the interview process or following
performance of an employment confract.

Travel infformation (where
relevant)

To take steps prior to and
tfo perform the
employment confract

Information is used by us and service providers
tfo make fravel or relocation arrangements
during the interview process or following
performance of an employment contract

Data related to Recruiting
Processes

To take steps prior to, and
to perform, contract

Legitimate interest

Reviewing candidates for establishing and
maintaining employment relationship, internal
moves to new positions

To make an informed recruitment decision

Photographs and
recordings (where
relevant)

To take steps prior to, and
fo perform, contract,
consent

Providing security for premises and systems;
physical access management; operation of
broadcast retail business; record interviews with
for assess Applicants at later stage.
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Compliance and legal
requirement data

To take steps prior fo and
to perform the
employment contract.

To comply with our legal
obligations.

For reasons of substantial
public interest
(preventing or detecting
unlawful acts, and
protecting the public
against dishonesty)

In compliance with local law:

To make an informed recruitment
decision; To carry out statutory
checks.

Information shared with regulatory
authorities as required

Conflicts of Interest

Legitimate Interest

In compliance with local law:

To make an informed recruitment
decision; To carry out statutory
checks.

Information shared with regulatory
authorities as required

Log and usage data

To take steps prior to and
to perform the
employment confract

Management of systems, fraud prevention
and detection

Communications data

To take steps prior fo and
to perform the
employment contract

Management of systems, fraud prevention
and detection; communication with
Applicant

Health data

Legal obligation

Consent (where
applicable and required)

If you have requested an
accommodation, we will use that request
to provide an appropriate interview and
work environment
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California Applicant Privacy Notice

Infroduction

This nofice is being provided to you in connection with the California Consumer Privacy Act (or
CCPA). This notice describes the purposes for which Qurate Retail Group (or "QRG") uses personal
information and the kinds of personal information that QRG may collect and use about California
residents who may apply for employment.

QRG is a group of companies that are owned by Qurate Retail, Inc. Companies in the Qurate
Retail Group include HSN, QVC, Cornerstone Brands and any other company that may become
affiliated with QRG in the future. QRG companies use personal information in connection with
participation in the Qurate Retail Group and in connection with QRG's direct and indirect parent
companies.

Purposes for Using Personal Information

QRG uses personal information for the purposes below. Please note that QRG may use personal
contact details in connection with some of these purposes:

Conducting QRG's business, such as operating QRG's broadcast, e-commerce and other retail
activities.

Financial reporting and forecasting.

Managing resources, including managing the application process for prospective tfeam members;
notice of new available positions; fraining; analytics.

Providing compensation and benefits, following hire, including maintaining and managing health
insurance, disability insurance, life insurance, stock incentive, and 401k plans and other similar plans
and benefits; paying compensation.

Managing locations where QRG operates, including providing and monitoring access to QRG's
locations.

Managing systems and information that QRG uses in its business, including provisioning, managing,
and monitoring the applications and systems QRG uses for its operations.

Protecting QRG's locations, systems and information, including responding to possible or actual
threats, acts of misconduct, accidents, or other events that may affect the health, safety, or
security of people at QRG's locations, or people working for QRG outside of QRG's locations;
responding to possible or actual threats, acts of misconduct, accidents, or other events that may
affect the security of QRG's information, systems, applications, trade secrets, property, or other
interests.

Legal and compliance-related purposes, such as maintaining whistleblowing and compliance
programs; maintaining internal audit functions; prosecuting fraudulent, malicious, deceptive or
illegal activities; defending claims; enforcing QRG's policies.

Short-term, tfransient use permitted under CCPA.
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Personal Information Collected and Used

QRG may collect the following types of personal information about applicants for employment at
QRG.

Contact and Identifiers Information, such as name; prior names or alias; postal address; email
address; government-issued identifiers like social security number, driver's license number, or
passport number; and other similar identifiers.

Education Information, such as places and dates of education; education performance
information which may include grades; diplomas, degrees, and certifications earned

Professional or Employment-Related Information, such as information that you disclose on
applications or resumes or information that is collected as part of the application process;
compensation and benefits information; training, special skills, competencies and skill assessments;
and other information that you provide or that QRG collects or creates in connection with seeking
initial employment

Individual Records Information, such as
e results of background, criminal, or drug testing / checks and other similar information

¢ physical, health, and medical information, such as date of birth; information related to
injuries or leaves of absence; physical or mental disabilities

Audible, Visual, and Electronic Information, such as photographs; videos; telephone call
recordings; audio recordings; and other similar information.

Device, Technical, and Other Internet / Electronic Network Activity Information, such as details
about computers, mobile phones, and other devices you use to interact with QRG; use of the
Internet, applications and system:s;

Geolocation and other location information, such as information related to real-time location of
drivers who are shipping products for QRG.

Demographic Information, which may include some protected classifications under California or
federal law, such as race; sex; citizenship status; gender identity and gender expression; marital
status; military or veteran status; status as a victim of domestic violence, assault, or stalking; and
other similar kinds of information.

Other Commercial and Individual Records Information, such as information that you may connect
fo QRG systems from other platforms, such as social media, Linkedin, and other platforms.

Family members, beneficiaries information, such as information that QRG may collect about your
family members, beneficiaries, and family and emergency contact persons who you designate
(but please note that such information is used for purposes of maintaining contacts for team
members, managing leaves of absence, or for providing benefits and registering beneficiaries).
This information may include information described in the categories above.
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Inferences Information, such as inferences or conclusions drawn from the personal information
described above in this nofice.
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